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Chapter 3 - Sections & Objectives

= 3.1 Rules of Communication

- Describe the types of rules that are necessary to successfully
communicate.

= 3.2 Network Protocols and Standards
- Explain why protocols are necessary in communication.
- Explain the purpose of adhering to a protocol suite.

- Explain the role of standards organizations in establishing protocols for
network interoperability.

+ Explain how the TCP/IP model and the OSI model are used to facilitate
standardization in the communication process.
= 3.3 Data Transfer in the Network

- Explain how data encapsulation allows data to be transported across the
network.

+ Explain how local hosts access local resources on a network.
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Rules of Communication

The Rules

= Exchange of Messages =

Message

* People or Machine exchange ideas or
messages using many different
communication methods.

In order for communication to take
there should be “rules” identified like
what language to use, what medium,
speed, size etc. These rules is
otherwise known as protocol.

= Three elements involved In

communication

* Sender
+ Recelver
 Medium

Human Communication

Computer Communication

Mes=xqe

Mussape
Qastinatian



Rules of Communication

The Rules

* Rule Establishment

 ldentified sender and receiver

« Common language and grammar

* Speed and timing of delivery

« Confirmation or acknowledgment requirements

= Message Encoding

. 1I?rocess of converting information into another acceptable
orm

= Message Formatting and Encapsulation
= Message Size

= Message Timing
* Access method

Message Encoding

i i M F tti d
+ Flow control vesss e e D Bk
* Response timeout
= Message Delivery Options Protocols
* Unicast
* Multicast

* Broadcast Message Timing Message Size




Rules of Communication

The Rules

= Message Encoding
* Process of converting information into another

acceptable form
- Example : From ASCII to EBCDIC format

DEC
000

001
ooz2
003
004
005
006
oov
008
008
010
on
012
013
014
015

HEX
00

01

02
02
04
05
06
o7
08
09
O0A
oB
oc
oD
0E
OF

EBCDIC
NUL
SOH
STX
ETX
SEL
TAB
ENL
DEL

GE
SPS
RPT

CR
SO
SI

ASCII
NUL
SOH
STX
ETX
EOT
ENQ
ACK
BEL
BS
TAB
LF
vT
FF
CR
S0
SI

BINARY
0000 0000

0000 0001
0000 0010
0000 0011
0000 0100
0000 0101
0000 0110
0000 0111
0000 1000
0000 1001
0000 1010
0000 101
0000 1100
0000 1101
0000 1110
0000 1111

-

G




Rules of Communication

The Rules

= Message Formatting and

Encapsulation

- Each computer message is
encapsulated in a specific

format, called a frame, before
It IS sent over the network. A
frame acts like an envelope; it

provides the address of the
destination and the address of
the source host.

Sender
4085 SE Pine Street
Ocala, Florida 34471

Recipient

1400 Main Street
Canton, Ohio 44203

Destination
(physical /
hardware
address)

Source
(physical /
hardware
address)

Start Flag
(start of

message
indicator)

Recipient
(destination
identifier)

Sender
(source
identifier)

Encapsulated
Data (bits)

End of Frame
{end of
message
indicator)

Frame Addressing

Encapsulated Message




Rules of Communication

The Rules

= Message Size

- When a long message is sent
from one host to another over
a network, it is necessary to
break the message into
smaller pieces. The process
of breaking long messages
Into smaller ones is called
segmentation.

The rules that govern the size
of the pieces, or frames,
communicated across the
network are very strict. They
can also be different,
depending on the channel
used. Frames that are too
long or too short are not
delivered.




Rules of Communication

The Rules

= Message Timing

« Access method - determines when someone is able to send a
message. If two people talk at the same time, a collision of information
occurs and it is necessary for the two to back off and start again.

* Flow control - In network communication, source and destination

hosts use flow control methods to negotiate correct timing and speed
for successful communication.

* Response timeout - Hosts on the network have rules that specify

how long to wait for responses and what action to take if a response
timeout occurs.




Rules of Communication

The Rules

= Message Delivery Options

« Unicast - one-to-one delivery
wherein only a single
destination for the message.

« Multicast - a one-to-many
delivery wherein same
message is delivered to a D
group of host destinations i

simultaneously. Multicast L‘Q
 Broadcast - a one-to-all s
message delivery wherein all q
hosts on the network need to g

receive the message at the | D
same time. :

Broadcast ‘D
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Network Protocols and Standards

Protocols

= Rules that Govern Communications

A group of inter-related protocols
necessary to perform a communication
function is called a protocol suite.
Protocol suites are implemented by hosts
and networking devices in software,
hardware or both.

One of the best ways to visualize how the
protocols within a suite interact is to view
the interaction as a stack. A protocol
stack shows how the individual protocols
within a suite are implemented. The
protocols are viewed in terms of layers,
with each higher level service depending
on the functionality defined by the

rotocols shown in the lower levels. The
ower layers of the stack are concerned
with moving data over the network and
providing services to the upper layers,
which are focused on the content of the
message being sent.

Corttent Layer Where is the café?

Conversation protocol suite

1. Use a commeon language

2. Wait your tum Rules Layer
3. Signal when finished

Physical Layer

Protocol suites are sets of rules that work together to help solve a problem.




Network Protocols and Standards

Protocols

= Network Protocols

* For devices to successfully communicate, a network protocol
suite must describe precise requirements and interactions.
Networking protocols define a common format and set of rules
for exchanging messages between devices. Some common
networking protocols are Hypertext Transfer Protocol (HTTP),
Transmission Control Protocol (TCP), and Internet Protocol (IP)




Network Protocols and Standards

Protocols

= Role of Network Protocols
- How the message is formatted or structured

IP Data
I will send this | can forward this message | can accept this message
message across the | | because | understand the because | understand IPv4.
network using an IPv4 header.

IPv4 header.




Network Protocols and Standards

Protocols
= Role of Network Protocols ,
Let us all agree that if one of our
* The process by which pathways is down, we will notify all
networking devices share LlUEAE e 2 e)

information about pathways
with other networks

Path A is down. ok




Network Protocols and Standards

Protocols
= Role of Network Protocol: o
et's all agree that error
« How and when error and messages will have a unique ID

system messages are number.

passed between devices

Error 1002: Path B is slow.

Error 1001; Path A is down.




Network Protocols and Standards

Protocols

= Role of Network Protocols
« The setup and termination of data transfer sessions

| AN

| would like to set up a virtual | agree. We can now send
connection with you so we can and receive information
exchange information. between us.




Network Protocols and Standards

P

rotocols

Protocol Interaction

+  Communication between a web server and web client is an
example of an interaction between several protocols

HTTP - is an application protocol that governs the

way a web server and a web client interact. HTTP
defines the content and formatting of the requests
and responses that are exchanged between the client
and server.

TCP - is the transport protocol that manages the
individual conversations. TCP divides the HTTP
messages into smaller pieces, called segments.
These segments are sent between the web server
and client processes running at the destination host.
TCP is also responsible for controlling the size and
rate at which messages are exchanged between the
server and the client.

IP - is responsible for taking the formatted segments
from TCP, encapsulating them into packets, assigning
them the appropriate addresses, and delivering them
to the destination host.

Ethernet - is a network access protocol that
describes two primary functions: communication over
a data link and the physical transmission of data on
the network media. Network access protocols are
responsible for taking the packets from |IP and
formatting them to be transmitted over the media.

(J

Layer Name

Network Access

Protocol Stack

Hypenext Transfer Protocol (HTTP)

Transmisslon Control Protecol (TCR)

Intamet Protacal (IP)

Ethemet




Network Protocols and Standards

Protocol Suites

= Itis a set of protocols that
work to%ethe_r to provide
comprehensive network
communication services. A
protocol suite may be
specified by a standards
organization or developed
by a vendor.

= The TCP/IP protocol suite,
the de-facto protocol for the
Internet Is an open
standard, meanln(r:; these
protocols are free
available to the public, and
any vendor is able to
Implement these protocols
on their hardware or in their
software.

Layer Name

Application

Transport

Imteamet

MNetwork Access

TGRAP

150

AppleTalk

Mowvell
Metware

HTTP
DMS
DHCP
FTP

ACSE
ROSE

TRSE
SESE

AFP

NDS

TCP
Lo

TPOTP1
P2
TP3 TP4

ATP AEP
NBF RTMP

SPX

[P [Put
ICMPyd
ICMAPE

CONP/CMMNS
CLMPfCLNS

AARP

IPX

Etharnet

FFF

Frame Relay AT

VLA




Network Protocols and Standards

Development of TCP/IP

= The first packet switching
network and predecessor
to today’s Internet was the
Advanced Research
Projects Agency Network
(ARPANET), which came
to life in 1969 by
connecting mainframe
computers at four
locations. ARPANET was
funded by the U.S.
Department of Defense
for use by universities and
research laboratories.

1969
On October 20, 1889, the frst massage i fransmitted from an SDS
Sigma 7 mainframa compuser at University of Calilornia, Los Angeles

{UCLA) 10 an 8085 340 malnframa computar at Stardord Rasearch

Nevore

Stanford:University

1081
The TGP and IP proipcols ang formalized (AFC 753 and AFG 7910

ETCP/Ip

1870
ALOHAnet becomes operational. the first packet radio netwaork,
devaloped by Norman Abrameon, Univarsity of Hawall.




Network Protocols and Standards

Protocol Suites

= Protocol Suites and Industry Standards
« TCP/IP is an open standard
- Can you name other protocol suites?

= TCP/IP Protocol Suites
« Can you name some of the protocols from the TCP/IP protocol suite.

= TCP/IP Communication Process

« Can you describe the process? Name i oe e
Application Layer DNS BOOTP SMTP FTP '! HTTP
S — ~ - =
DHCP POP TFTP
IMAP
™~ [r———
Transport Layer UDP TCP
IP Supporn Routing Protocols
1P
Internet Layer —
NAT ICMP ) OSPF EIGRP

r N N ala
e ARP ' PPP ! Ethernet !' Interface Drivers
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Data Transfer in the Network

Data Encapsulation
= Encapsulation and de-encapsulation process

Protocol Encapsulation Terms

Ethemet [ 1P [ TcP | Dan ||

User Data
TCP Segment

IP Packet

Ethemet Frame

- Wab Server Whab Clianl
{
1010110101 00401 11101101 01001 0010101011041




Data Transfer in the Network

Data Encapsulation
= Encapsulation and de-encapsulation process
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TCP/IP Protocol Suite

Activity

= Mapping the Protocols of TCP/IP Protocol Suite

Ethernet = Application Transport Intemnet Network Access
—_—
POP SMTP
.
Drvers. OSPF
e —
TCP DHCP
S
DNS IMAP
R ———
ubDP ICMP
EE————
HTTP FTP
e S
EIGRP BOQTP
R ———  —




Data Transfer in the Network

Standards

= Open Standards
« Open standards encourage

interoperability, competition, and
innovation. They also guarantee that no
single company’s product can
monopolize the market, or have an unfair
advantage over its competition.

A good example of this is when
purchasing a wireless router for the
home. There are many different choices
available from a variety of vendors, all of
which incorporate standard protocols
such as IPv4, DHCP, 802.3 (Ethernet),
and 802.11 (Wireless LAN). These open
standards also allow a client running
Apple’s OS X operating system to
download a web page from a web server
running the Linux operating system. This
Is because both operating systems
implement the open standard protocols,
such as those in the TCP/IP protocol
suite.




= Internet Standards
* Internet Society (ISOC) — Responsible

Data Transfer in the Network

Standards

for pro_motin? the open development and
evo:l(jtlon of Internet use throughout the
world.

Internet Architecture Board (IAB) -
Responsible for the overall management
and development of Internet standards.

Internet Engineering Task Force (IETF) |

- Develops, updates, and maintains
Internet and TCP/IP technologies. This
includes the process and documents for
developing new protocols and updating
existing protocols know as Request for
Comments (RFC) documents.

Internet Research Task Force (IRTF) -
Focused on long-term research related to
Internet and TCP/IP protocols such as
Anti-Spam Research Group (ASRG),
Crypto Forum Research Group (CFRG),
and Peer-to-Peer Research Group
(P2PRG).

= Internet Standards
* Internet Corporation for Assi?ned

Names and Numbers (ICANN
Based in the United States,
coordinates IP address allocation,
the management of domain names,
and assignment of other information
used TCP/IP protocols.

Internet Assigned Numbers
Authority (IANA) - Responsible for
overseeing and managing IP
address allocation, domain name_
management, and protocol identifiers
for ICANN.



Data Transfer in the Network

Standards

Internet Architecture Bowrd (14AR)

Intemet Ergineering s e | mtamet Research

Task Force (ETF} ; } Task Force (RTF)
IR T FJ

Intemet Engnesring Steerng Group (IESG) Inlemet Resaarch Steenng Group (IRSG)

Working Working Resgarch Research
Group #1 Group #2 | Group 11 Group #2

[} ntarmst Scciety [SOC) IP Addresses

LAPA

Diormain Mames

1AM

TCR/UDP Port
MNumbers



Data Transfer in the Network

Standards

= Electronics & Communications

= Electronics & Communications
Standards

* Institute of Electrical and

Electronics Engineers (IEEE,
pronounced “I-triple-E”) —
Organization of electrical engineering
and electronics dedicated to
advancing technological innovation
and creating standards in a wide
area of industries including power
and energy, healthcare,
telecommunications, and networking.

Electronic Industries Alliance
(EIA) - Best known for its standards
related to electrical wiring,
connectors, and the 19-inch racks
used to mount networking
equipment.

Standards
« Telecommunications Industry

Association (TIA) - Responsible for
developing communication standards
in a variety of areas including radio
equipment, cellular towers, Voice
over IP (VolP) devices, satellite
communications, Ethernet cable and
more.

* International Telecommunications

Union-Telecommunication
Standardization Sector (ITU-T) - One
of the largest and oldest
communication standard
organizations. The ITU-T defines
standards for video compression,
Internet Protocol Television (IPTV),
and broadband communications,
such as a digital subscriber line
(DSL).



Data Transfer in the Network

Standards — Electronics & Communications

[EEE 802 Working Groups and Study
G rou DS EIA/TIA Standards

802.1 Higher Layer LAN Protocols Working Group
802.3 Ethernet Working Group

802.11 Wireless LAN Working Group

802.15 Wireless Personal Area Network (WPAN)
Working Group

802.16 Broadband Wireless Access Working Group
802.18 Radio Regulatory TAG

802.19 Wireless Coexistence Working Group
802.21 Media Independent Handover Services Working
Group

802.22 Wireless Regional Area Networks

802.24 Smart Grid TAG

VERIFIED CATSE TIA/EIA-
568




Network Protocols and Standards

Reference Models

= The Benefits of Using a

Layered Model

 Assisting in protocol design
because protocols that operate at a
specific layer have defined
iInformation that they act upon and
a defined interface to the layers
above and below.

Fostering competition because
products from different vendors can
work together.

Preventing technology or capability
changes in one layer from affecting
other layers above and below.

Providing a common language to
describe networking functions and
capabillities.

05l Model

A netweorking model is only a
representation of a network operation,
The model is not the actual network.

TCFP{IP Protocol Suite

TCPR/IP Model

Application

J

Presaritation

]| HTTE, DNS, DHER, FTR

Session

Application

ransport

Transport

J

hetwork

Intarnat

)

Data Link

J

]| TCP, UDP [

" IPud, [Py, [
ICMPy4, ICMPYS

PEP, Frame Relsy, Ethemet

Physical

Metwork Access




Network Protocols and Standards

Reference Models

= The OSI Reference Model

* he OSI model provides an
extensive list of functions and
services that can occur at each
layer. It also describes the
Interaction of each layer with the
layers directly above and below.

OSI Model

(S e

L 7. Application ‘
6. Presentation
A ——

] \

|

|

4. Transport

-— ¥

—~

( 2. Data Link ‘
" 1. Physical Il




Network Protocols and Standards

Reference Models

= Physical Layer

« The physical layer protocols
describe the mechanical, electrical,
functional, and procedural means
to activate, maintain, and de-
activate physical connections for bit
transmission to and from a network
device.

= Data Link Layer

- The data link layer protocols
describe methods for exchanging
data frames between devices over
a common media.

OSI Model

7. Application

6. Presentation

5. Session

4. Transport

3. Network

2. Data Link

1. Physical

!




Network Protocols and Standards

Reference Models

= Network Layer

* Provides services to exchange the
iIndividual pieces of data over the
network between identified end
devices.

= Transport Layer

« Defines services to segment,
transfer, and reassemble the data
for individual communications
between the end devices.

= Session Layer

* Provides services to the
presentation layer to organize its
dialogue and to manage data
exchange.

OSI Model

7. Application

6. Presentation

5. Session

4. Transport

3. Network

2. Data Link

1. Physical

g




Network Protocols and Standards

Reference Models

= Presentation Layer

* Provides for common
representation of the data
transferred between application

layer services.

= Application Layer

- Contains protocols used for

process-to-process
communications.

OSI Model

(S e

L 7. Application ‘
6. Presentation

A ——

T

4. Transport ‘
S

I !
\

BT

( 2. Data Link ‘
" 1. Physical Il




Network Protocols and Standards

Reference Models

= The TCP/IP Protocol
Model

« The TCP/IP protocol model
for internetwork
communications was
created in the early 1970s
and is sometimes referred

to as the Internet model. As

shown in the figure, it
defines four categories of
functions that must occur
for communications to be
successful. The
architecture of the TCP/IP
protocol suite follows the
structure of this model.
Because of this, the

Internet model is commonly

referred to as the TCP/IP
model.

TCP/IP Model

Application

Transport

Internet

MNetwork Access

Represents data to the user, plus encoding and dialog
contral.

Supports communication between various devices across
diverse networks.

Determines the best path through the networlk.

Controls the hardware devices and media that make up the
network.




Network Protocols and Standards

Reference Models

= OSI Model and TCP/IP Model Comparison
* The TCP/IP protocol model for internetwork

communications was created in the early
1970s and is sometimes referred to as the
Internet model. As shown in the figure, it
defines four categories of functions that must
occur for communications to be successful.
The architecture of the TCP/IP protocol suite
follows the structure of this model. Because of
this, the Internet model is commonly referred
to as the TCP/IP model.

OSI Layers 3 & 4, the network layer, maps
directly to the TCP/IP Internet and Transport
layers respectively.

The TCP/IP application layer includes a
number of protocols that provide specific
functionality to a variety of end user
applications. The OSI model Layers 5, 6, and
7 are used as references for application
software developers and vendors to produce
products that operate on networks.

1. Physical

OSl Model TCP/IP Model
'?. Application
6. Presentation Application
5. Session
4. Transport Transport
3. Network Intemet
2. Data Link

Metwork Access




TCP/IP Protocol Suite
AcCtivity

= OSI Layer Functions

Layers

[ 7 Application I\
6 Presentation I\
g Session i\
4 Transport I\
3 Network I\
2 Data Link i\
1 Physical i\

OSI Layer Functional Descriptions

Segments, transfers and reassembles data

Exchanges frames between devices

Contains protocols used for process-to-process communications

Provides a data path or route

Bit transmission



TCP/IP Protocol Suite
AcCtivity
= TCP/IP Layer Functions

Layers

Application

Transport

Internet

Network Access

LI}

TCP/IP Layer Functional Descriptions

Exchanges frames between devices

Segments, transfers, and reassembles data

Determines the best path through a network

Represents data to the user and controls dialogs



Data Transfer in the Network

Segmentation

= Message Segmentation
- Segmentation - Break communication into pieces
« Multiplexing — interleaving the pieces

Segmentation - breaking
communication into pieces.

AN

Multiplexing - interleaving the pieces
as they raverse the media.

Multiple communications are
intedeaved, giving each user a part of
the bandwidth.




Data Transfer in the Network

Segmentation

= Benefits of
Segmentation

- By sending smaller
individual pieces from
source to destination,
many different
conversations can be
interleaved on the network,
called multiplexing.

« Segmentation can
Increase the efficiency of
network communications.
If part of the message fails
to make it to the
destination, due to failure
In the network or network
congestion, only the
missing parts need to be
retransmitted.

Multiple pieces are labeled for easy
direction and re-assembly.

Labeling provides for ordering and assembling
the pieces when they arrive.




Data Transfer in the Network

Data Encapsulation
= Encapsulation and de-encapsulation process

Freaee pl Ereaspeaiarion Tamee [ Bt [ FJ 7or [HT | Bea |

[ Fowr =




Data Transfer in the Network

Data Encapsulation
= Protocol Data Units

* As application data is passed
down the protocol stack on its
way to be transmitted across
the network media, various
protocol information is added
at each level. This is known
as the encapsulation process.

The form that a piece of data
takes at any layer is called a
protocol data unit (PDU).
During encapsulation, each
succeeding layer _
encapsulates the PDU that it
receives from the layer above
in accordance with the
protocol being used. At each
stage of the process, a PDU
has a different name to reflect
its new functions.

Passing down the stack,

Drata

Data

Sagment

Data

Packet

Data

Frame
{medium

dependent) i

1100070707 000707 1007071 007070707007

Bits

8- >




TCP/IP Protocol Suite

Activity

= Encapsulation
PDUs

Packets

Bits

Frames

Data

Segments

add3d

) Passing down the stack, ]
Encapsulation

Ernail Diata
Data Data Data
Tt b
ot | Tt g F
Frame header ermadw:ér:c T;n:gemrr‘t Data | Frame trailer

110007010100010110071010010107071001

Check

Reset

- @=C D



Data Transfer in the Network

Data Access

= Network Addresses
* Source IP address
« Destination IP address

» Deliver the IP packet from the original source to the final destination, either on the
same network or to a remote network.

= Data Link Addresses
* Source data link address
* Destination data link address

* Deliver the data link frame from one network interface card (NIC) to another NIC

on the same network
= Devices on the Same Network
= Devices on a Remote Network

Physical Data Link Network Transport Upper Layers
Timing and e Destlnatlor.l I Destination and | Encoded
_—_ and source source logical _—
synchronization source process | application

bits

physical
addresses

network
addresses

number (ports)

data




Data Transfer in the Network

Data Access

= Layer 3 — IP Address

 An IP address is the network raer s Hetwork fddesses
layer, or Layer 3, logical
address used to deliver the IP

packet from the original % = v =]
source to the final destination .

G Wab Servar
1921681110 172.718.1,909

Driginal Sourca Final Lestination

* The IP packet contains two IP
addresses:

- Source IP address - The
IP address of the sending oaioarin | Traiotss
device, the original source
of the packet.

Laver 3 IP Packet

- Destination IP address -
The IP address of the
receiving device, the final
destination of the packet.




i
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Data Transfer in the Network

Data Access

= Layer 2 — MAC Address

- The Data Link, or Layer 2,
physical address or MAC
address has a different role. It
Is only used to deliver the
packet from NIC-to-NIC on the
same network.

Before an IP packet can be sen «,

over a wired or wireless
network, it must be

Layer 2 Data Link Addresses

encapsulated in a data link ISP [ [ Y
frame so it can be transmitted

. . L2 - Layer 2 L2 Header L3 IP Packet
over the physical medium. (3= Layer 2

As the IP packet travels from
host-to-router, router-to-router,
and finally router-to-host, at
each point along the way the IP
packet is encapsulated in a new
data link frame.




Data Transfer in the Network

Data Access

= Communication on same

network.

 The IP Address of the

Network layer contains two
portion, namely, Network and
Host portion. It could easily
be identified through its
subnet mask.

The MAC (Media Access
Control) address or Physical
address of the Data Link
layer is a 48-bit Hexadecimal
address.

When the sender and receiver
of the IP packet are on the
same network, the data link
frame is sent directly to the
receiving device.

Communicating with a Device on the Same Network

Data Link Metwork Layver

i
ll -/m

[ Ethernet Frame Header _|| IP Packet Header

Destination

Source Source

Destination

CC-CC-CC-CC-

CC-CC

Metwork . Host

Al BSOS - A0 . o
192.168.1. - 1140

A8-A0

Metwork :  Host
192.168.1. - a2

PC1
192.168.1.110

AA-AA-AA-AA-DA-DA

¢

FTP Server
192.168.1.9
CC-CC-CG-OG-CC-C0




Data Transfer in the Network

Data Access

= Communication on remote
network.

* When the sender of the packet is
on a different network from the
receiver, the source and destination
IP addresses will represent hosts -
on different networks. This will be —‘
indicated by the network portion of
the IP address of the destination _ _
host. AT | Ak | e | O | Neveki oge

* When the sender and receiver of - 2 Web Server
the IP packet are on different AR Rpacna T AL
networks, the Ethernet data link
frame cannot be sent directly to the
destination host because the host is
not directly reachable in the
network of the sender. The
Ethernet frame must be sent to
another device known as the router
or default gateway. In our example,
the default gateway is R1. R1 has
an Ethernet data link address that
IS on the same network as PCL1.

Communicating with a Device on a Remote Network

Dastination Source et =] Destination

Data

a-da-ae AH-CD-EF-12-34-00
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Chapter Summary

Summary

= Explain how rules are used to facilitate communication.

= Explain the role of protocols and standards organizations in facilitating interoperability in
network communications.

= Explain how devices on a LAN access resources in a small to medium-sized business
network.
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